7tobek , Bajkowa Kraina”

tkowie Zalgcznik

w Czernikowie .

ul. Slowackieqo 20, 87-640 Czernikowo do Zarsadzeriia Ne 12/2005
S z dnia 02.12.2025 .

REGULAMIN
FUNKCJONOWANIA SYSTEMU
MONITORINGU WIZYJNEGO
W Zlobku ,,Bajkowa Kraina” w Czernikowie



§1

PODSTAWA PRAWNA
Monitoringu wizyjny na terenie Ztobka Bajkowa Kraina w Czernikowie, zwany dalej
monitoringiem wprowadza si¢ na podstawie z art. 6 ust. 1 lit. ¢) Rozporzadzeniem Parlamentu

Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w
zwiazku przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz
uchylenia dyrektywy 95/46/W zwanego dalej RODO w zwigzku z art. 9a ustawy z dnia 8 marca 1990
r. 0 samorzgdzie gminnym oraz art. 22* ustawy z dnia 26 czerwca 1974 r. — Kodeks pracy
§2
POSTANOWIENIA OGOLNE

1. Administratorem danych osobowych przetwarzanych w systemie monitoringu jest Ztobek

Bajkowa Kraina w Czernikowie reprezentowany przez Dyrektora.
2. Regulamin okresla zasady funkcjonowania systemu monitoringu w przestrzeni publicznej na

obszarze Ztobka Bajkowa Kraina w Czernikowie.
3. Podstawowe pojecia:

1.  System monitoringu wizyjnego - zespot wspolpracujacych ze sobg urzadzen, programow
i narzedzi programowych stosowanych w celu przetwarzania danych osobowych
w monitoringu wizyjnym, zwany dalej system MW

2. Inspektor Ochrony Danych — osoba wyznaczona przez administratora na podstawie
kwalifikacji zawodowych, a w szczegdlnosci wiedzy fachowej na temat prawa i praktyk w
dziedzinie ochrony danych oraz umiejgtnosci wypetnienia zadan, zwany dalej 10D.

3. Administrator Sytemu Monitoringu Wizyjnego — osoba upowazniona przez
administratora, ktdrej przyznano uprawnienia do przetwarzania danych osobowych w
systemie monitoringu wizyjnego oraz odpowiedzialna za sprawno$¢, konserwacje,
wdrazanie technicznych zabezpieczen systemow informatycznych, a takze nadawanie
uprawnien uzytkownikom do systemu monitoringu wizyjnego zwana dalej ASMW.

4.  Uzytkownik - osoba upowazniona przez administratora, ktorej przyznano uprawnienia do
przetwarzania danych osobowych w systemie monitoringu wizyjnego, zwany dalej
uzytkownikiem.

5.  Identyfikator - ciag znakow literowych, cyfrowych Ilub innych, jednoznacznie
identyfikujacy osobe uprawniona do dostepu do systemu monitoringu wizyjnego.

6. Haslo —ciag znakdw literowych, cyfrowych lub innych, znany jedynie uzytkownikowi

§3
CEL ZASTOSOWANIA MONITORINGU
Monitoringu stosowany jest w celu:
e zapewnienia bezpieczenstwa pracownikéw lub ochrony mienia lub zachowania w tajemnicy
informacji, ktorych ujawnienie mogtoby narazi¢ pracodawceg na szkode,
e zapewnienia porzadku publicznego i bezpieczenstwa obywateli oraz ochrony przeciwpozarowej
i przeciwpowodziowe;.
§4
ZAKRES STOSOWANIA MONITORINGU
1. Kamery monitoringu rejestrujag wylacznic obraz. Zaden z elementéw monitoringu nie rejestruje
dzwieku.
2. Zakres informacji utrwalonych na nagraniach z monitoringu moze obejmowac:
1. wizerunek osoby;
2. nrrejestracyjny pojazdu;
3. czas i miejsce zdarzenia objetego monitoringiem;
4. sposob zachowania si¢ 0sob, ktorych wizerunek utrwalono na nagraniu.
3. Monitoringiem obejmuje ciggi komunikacyjne oraz parkingi i teren wokot budynku placowki
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Wykaz urzadzen wchodzacych w sktad monitoringu prowadzi i aktualizuje ASMW.

Zapis monitoring funkcjonuje przez 24 godziny na dobe w formie zapisu elektronicznego.

Zapis monitoringu przechowywany do 96 dni, nastgpnie zapis podlega automatycznemu
zniszczeniu poprzez nadpisanie materiatu biezacego na materiat archiwalny.

Jesli zapis monitoringu moze stanowi¢ dowdd w postepowaniu prowadzonym na podstawie prawa
lub administrator powzial wiadomos¢, iz moze on stanowi¢ dowod w takim postgpowaniu, termin
w/wym. ulega przedhuzeniu do czasu prawomocnego zakonczenia postgpowania.

§5
UDOSTEPNIENIE DANYCH Z MONITORINGU

Whioski o udostgpnienie kopii zapisu monitoringu oraz realizacj¢ uprawnien osob fizycznych
wynikajacych z art. 13-22 RODO rozpatruje administrator.
Whioski rozpatrywane sa niezwlocznie nie pdzniej niz w ciggu miesigca od dnia otrzymania.
Organy publiczne uprawnione na podstawie wlasciwych przepisow prawa do uzyskania danych
przetwarzanych w monitoringu w celu rozpoznawania, zapobiegania, wykrywania i zwalczania
czyndéw zabronionych, sg odbiorcami danych osobowych - administratorami danych osobowych.
Udostegpnienie danych organom okreslonym w ust. 3 nastepuje na podstawie pisemnego wniosku,
w ktorym oznaczono organ wystepujac z wnioskiem, wskazano stosowang prawidlowg podstawe
prawna i faktyczng udostepnienia danych.
Administrator otrzymujac wniosek od organu okreslonego w ust. 3 przekazuje go do ASMW, ktory
dokonuje sprawdzenia w systemie MW czy znajdujg si¢ tam zadane dane.
W przypadkach niecierpigcych zwloki funkcjonariusze uprawnionego organu na podstawie ustnego
polecenia moga zazada¢ udostgpnienia danych monitoringu.
W sytuacji okre$lonej w ust. 6 nalezy funkcjonariusza zadajacego zapisu wezwa¢ do okazania
legitymacji stuzbowej, podania stopnia, imienia i nazwiska, jednostki, podstawy prawnej zadania
danych oraz nr sprawy, do ktdrej zostang wlaczone dane.
W zwigzku z udostgpnieniem danych w trybie okreslonym w pkt 6 osoba udostgpniajaca zapis
sporzadza notatke stuzbowa, ktora zawiera:

1. imi¢ i nazwisko sporzadzajacego notatke

2. date i godzine udostepnienia danych oraz zakres udostepnionych danych,

3. dane funkcjonariusza, ktéremu udostgpnione zapis.
Kopia wniosku o udostepnienie zapisu lub notatki okreslonej ust. 8 przekazywane sa do 10D, ktory
dokumentuje obstuge wnioskdéw o udostepnianie danych w rejestrze.

10. Udostepnienie danych z monitoringu innym podmiotom i organom niz okreslone w ust. 3.

11,

W zwiazku ze ztozonym wnioskiem administrator:

1. przekazuje jego kopie do IOD w celu uzyskania opinii w zakresie udostepnienia zapisu,

2. przekazuje kopie do ASMW, ktéry dokonuje sprawdzenia w systemie MW czy znajduja si¢
tam zadane dane;

3. po otrzymaniu opinii od IOD oraz informacji od ASMW podejmuje decyzje o
udostepnieniu kopii danych, o ktérej informuje 10D.

Udostepnienie danych z monitoringu osobom fizycznym oraz obstuga Zadan wynikajacych z
przepisow RODO.

1.  Whniosek podlega rozpatrzeniu gdy ztozony zostanie w formie pisemnej poczta tradycyjng
lub elektronicznie przy uzyciu profilu zaufanego Iub elektronicznego podpisu
kwalifikowanego i powinien zawiera¢ w szczegolnosci:

a. wnioskodawce;

b. podstawg prawna lub interes prawny uprawniajacy udostgpnienie danych (nie
dotyczy przypadkdéw korzystania z uprawnien z art. 13-21 RODO);

c. uzasadnienie potrzeby uzyskania danych (nie dotyczy przypadkow korzystania
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z uprawnien z art. 13-21 RODO);
d. informacje umozliwiajace wyszukanie zadanych danych (datg, godzing, migjsce
zdarzenia);
e. wskazanie przeznaczenia dla udostgpnionych danych (nie dotyczy przypadkow
korzystania z uprawnien z art. 13-21 RODO);
f.  podpis.
2. Zabronione jest udzielanie informacji ujawniajacych dane osobowe osobom, ktérych
tozsamosci nie mozna zweryfikowad.
3. W zwigzku ze ztozonym wnioskiem administrator:
a. przekazuje jego kopie
b. do 10D w celu uzyskania opinii w zakresie udostepnienia zapisu, a takze realizacji
uprawnien okreslonych w art. 13-21 RODO;
c. przekazuje kopig do ASMW, ktory dokonuje sprawdzenia w systemiec MW czy
znajduja si¢ tam zgdane dane;
d. po otrzymaniu opinii od 10D oraz informacji od ASMW podejmuje decyzje o
udostepnieniu kopii danych oraz realizacji uprawnien okreslonych w art. 13-21
RODO, o ktérej informuje 10D.

§6
ZADANIA ASMW 110D W ZAKRESIE UDOSTEPNIANIA DANYCH
Dostep do monitoringu w zakresie analizowania i kopiowania jego zapisu posiada ASMW lub inny
uzytkownik posiadajacy stosowne uprawnienia.
ASMW po otrzymaniu wniosku poddaje analizie material zgromadzonych w systemie MW i
dokonuje jego skopiowania na zewnetrzny noénik danych.
W przypadku podjecia przez administratora decyzji o udostgpnieniu danych monitoringu
skopiowany material przesyta do wnioskujacego.
10D po otrzymaniu wniosku:
I. niezwlocznie pisemnie opiniuje go w zakresie udostgpnienia kopii zapisu oraz realizacji
uprawnien okreslonych w art. 13-21 RODO,
2. dokumentuje obstuge wnioskéw o udostepnianie danych w rejestrze,
3. informuje osobg wnioskujacg o przedluzeniu okresu rozpatrywania wniosku o ponad 1
miesiac wskazujgc przyczyne przedtuzenia i termin rozpatrzenia zadania.
4. w przypadku negatywnej decyzji w zakresie udostgpnienia danych z monitoringu
przygotowuje projekt odpowiedzi, ktory przedktada administratorowi.

§7

OBOWIAZEK INFORMACYJNY
Klauzula Informacyjna realizujaca obowiazek wynikajacy z art. 13 RODO opublikowana jest w na
stronie internetowej administratora oraz wywieszona w jego siedzibie.
Teren monitorowany oznaczony jest tablicami, ktérych wzér okresla zatacznik nr 1 do niniejszego
regulaminu.

§8
POSTANOWIENIA KONCOWE

W zakresie nieuregulowanym niniejszym regulaminem stosuje si¢ polityki dot. ochrony danych
oraz przetwarzania informacji w systemach informatycznych obowiazujagce u administratora w
szczegélnosci w  zakresie nadawania upowaznien oraz uprawnien dla pracownikow
przetwarzajgcych dane osobowe w systemie monitoringu oraz jego audytowania,

Zmiany zatgcznikow do niniejszego Regulaminu nie stanowig zmiany tresci niniejszego
regulaminu.



Wykaz zalacznikow

1. Wzdr tablicy informacyjnej oznaczajacej teren ,,Monitoringu Wizyjnego”

2. Klauzula informacyjna ,,Monitoringu Wizyjnego” — publikowana na stronie internetowej i siedzibie
3. Informacja dla pracownikéw dot. monitoringu wizyjnego



Zalgceznik nr 1 do Regulaminu Funkcjonowania
Systemu Monitoringu Wizyjnego

Na podstawie art. 13 ust. 1 i 2 rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia
27 kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem danych
osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE
(Dz. Urz. UEL 119 z4 maja 2016 r., str. 1 oraz Dz. Urz. UE L 127 z 23 maja 2018 r., str. 2) — zwanego
dalej jako RODO informujemy, ze:

Administratorem Panstwa danych osobowych jest Dyrektor Zlobka ,,Bajkowa Kraina” w
Czernikowie.

Mozesz si¢ z nim kontaktowa¢ w nastepujacy sposéb: listownie na adres siedziby: ul. Stowackiego 20,
87-640 Czernikowo, e-mail: zlobek@czernikowo.pl, telefonicznie +48 534 415 216.

Do kontaktéw w sprawie ochrony danych osobowych zostat takze powotany inspektor ochrony danych,
z ktérym mozesz si¢ kontaktowac wysylajac e-mail na adres iod@jumi2012.pl.

1. Monitoring wizyjny prowadzony jest na podstawie art. 6 ust. 1 lit. ¢) Rozporzadzenia Parlamentu
Europejskiego i Rady (UE)2016/679 z 27 kwietnia 2016 r. w sprawie ochrony 0séb fizycznych w
zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych
oraz uchylenia dyrektywy 95/46/WE (Dz.U. L 119 z 4.5.2016) w zwiazku z art. 9a) ustawy z dnia
8 marca 1990 r. o samorzadzie gminnym (t. j. Dz.U. z 2022 r. poz. 559) oraz art. 22° ustawy z
dnia 26 czerwca 1974 r. — Kodeks pracy (tj. Dz. U. z 20220 r., poz. 1320.) celu wykonania
obowigzkow prawnych cigzacych na administratorze jakimi sg:

1. zapewnienie bezpieczenstwa pracownikow lub ochrony mienia lub zachowania w tajemnicy
informacji, ktérych ujawnienie mogloby narazi¢ pracodawce na szkode,

2. zapewnienie porzadku publicznego 1 bezpieczenstwa obywateli oraz ochrony
przeciwpozarowej i przeciwpowodziowej.

2. Panstwa dane osobowe administrator moze ujawnia¢ odbiorcom uprawnionym do ich pozyskania

na podstawie obowigzujacych przepiséw prawa, w tym m.in.: podmioty publiczne posiadajace
podstawe prawna i faktyczna do uzyskania danych, podmiotom $wiadczacym ushugi
telekomunikacyjne, pocztowe, ubezpieczeniowe, podmiotom kontrolujgcym administratora.
Panstwa dane osobowe takze bedg ujawnione pracownikom i wspdtpracownikom administratora
w zakresie niezbednym do wykonywania przez nich obowiazkow.
Panstwa dane osobowe mozemy takze przekazywac podmiotom, ktdore przetwarzaja je na zlecenie
administratora tzw. podmiotom przetwarzajagcym, sa nimi np.: podmioty $wiadczace ustugi
informatyczne oraz inne wykonujace wyspecjalizowane uslugi, jednakze przekazanie danych
nastapi¢ moze tylko wtedy, gdy zapewnig one odpowiednia ochron¢ Panstwa praw.

3. Panstwa dane osobowe przetwarzane beda w systemie przez 90 dni, nastepnie zapis ulega
automatycznemu usunigciu — nadpisaniu.

Jesli zapis monitoringu moze stanowi¢ dowdd w postgpowaniu prowadzonym na podstawie
prawa lub administrator powzial wiadomos¢, iz moze on stanowi¢ dowod w takim postepowaniu,
termin w/wym. ulega przedhuzeniu do czasu prawomocnego zakoinczenia postgpowania.

4. Osoba, ktora zarejestrowana zostata w systemie monitoringu, ma prawo do:

1. dostepu do tresci danych na podstawie art. 15 RODO

2. usunigcia danych na podstawie art. 17 RODO jezeli:
a. dane osobowe przestang byé niezb¢dne do celow, w ktorych zostaly zebrane lub

w ktorych byly przetwarzane;

b. dane sa przetwarzane niezgodnie z prawem,

3. ograniczenia przetwarzania danych na podstawie art. 18 RODO jezeli:
a. osoba, ktorej dane dotycza, kwestionuje prawidtowos¢ danych osobowych;



przetwarzanie jest niezgodne z prawem, a osoba, ktorej dane dotycza, sprzeciwia
si¢ usunigciu danych osobowych, zadajac w zamian ograniczenia ich
wykorzystywania;

administrator nie potrzebuje juz danych osobowych do celéw przetwarzania, ale
sg one potrzebne osobie, ktdrej dane dotycza, do ustalenia, dochodzenia lub
obrony roszczen;

osoba, ktérej dane dotycza, wniosta sprzeciw wobec przetwarzania — do czasu
stwierdzenia, czy prawnie uzasadnione podstawy po stronie administratora sg
nadrzedne wobec podstaw sprzeciwu osoby, ktérej dane dotycza;

Podstawa do pozyskania Panstwa danych wynika z przepisow prawa.

Przystuguje Panstwu takze skarga do organu do organu nadzorczego - Prezesa Urzedu Ochrony
Danych Osobowych — ul. Stawki 2, Warszawa, w razie uznania, iz przetwarzanie Panstwa danych
osobowych narusza przepisy ogdlnego rozporzadzenia o ochronie danych osobowych z dnia 27
kwietnia 2016 r.

Dane nie podlegaja zautomatyzowanemu podejmowaniu decyzji, w tym rowniez w formie

profilowania.

Administrator nie przekazuje danych osobowych do pafistwa trzeciego lub organizacji
migdzynarodowych.

Administrator




Zalgcznik nr 3 do Regulaminu Funkcjonowania
Systemu Monitoringu Wizyjnego

UWAGA! OBSZAR MONITOROWANY

Administratorem Panstwa danych osobowych przetwarzanych w systemie monitoringu wizyjnego jest
Dyrektor Zlobka »Bajkowa Kraina” w Czernikowie, 87-640 Czernikowo, ul. Slowackiego 20,
e-mail: zlobek@czernikowo.pl, telefonicznie +48 534 415 216.
Monitoring wizyjny prowadzony jest na podstawie art. 6 ust. 1 lit. ¢) Rozporzadzenia Parlamentu
Europejskiego i Rady (UE)2016/679 z 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w
zwiazku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz
uchylenia dyrektywy 95/46/WE (Dz.U. L 119 z 4.5.2016) w zwiazku z art. 9a) ustawy z dnia 8 marca
1990 r. o samorzadzie gminnym oraz art. 22° ustawy z dnia 26 czerwca 1974 r. — Kodeks pracy w celu
wykonania obowigzku prawnego cigzacego na administratorze jakimi sa:
1) zapewnienie bezpieczenstwa pracownikéw lub ochrony mienia lub zachowania w
tajemnicy informacji, ktorych ujawnienie mogloby narazi¢ pracodawce na szkodg,
2) zapewnienie porzadku publicznego i1 bezpieczenstwa obywateli oraz ochrony
przeciwpozarowej i przeciwpowodziowej
Monitoring obejmuje ciagi komunikacyjne oraz parkingi i teren wokot budynku placowki
Czas przechowywania zapisu wynosi 90 dni, nastepnie podlega automatycznemu nadpisaniu.

Osoba, ktora zarejestrowana zostala w systemie monitoringu, ma prawo do dostepu do danych, ich
usunigcia lub ograniczenia przetwarzania danych.

Szczegolowe informacje dotyczace zasad przetwarzania danych oraz przystugujacych uprawnien
dostepne sg na: https://bip.zlobek.czernikowo.pl/64.rodo




Zalacznik nr 3 do Regulaminu Funkcjonowania
Systemu Monitoringu Wizyjnego

Informacja dot. monitoringu wizyjnego
w Zlobku ,,Bajkowa Kraina” w Czernikowie

Informuje, Ze na  podstawie  art. 227 § 8 ustawy z  dnia
26 czerwca 1974 r. — Kodeks pracy w obiekcie oraz wokét budynku Ziobka ,Bajkowa Kraina” w
Czernikowie funkcjonuje monitoring wizyjny, ktérego celem jest zapewnienie bezpieczenstwa
pracownikow, ochrony mienia, kontroli zachowania w tajemnicy informacji, ktérych ujawnienie
mogtoby narazi¢ pracodawce na szkode, zapewnienia porzadku publicznego i bezpieczenstwa obywateli
oraz ochrony przeciwpozarowej. Monitoring wizyjny obejmuje teren wokét budynku Ztobka, chodnik i
czesci ulicy Stowackiego, plac zabaw oraz ciagi komunikacyjne w budynku. System Monitoringu
funkcjonuje calodobowo. W monitoringu wykorzystywane sa kamery przemystowe przesylajace obraz
do rejestratora, obraz z kamer nie podlega podgladowi ,,na zywo”. Rejestrator znajduje si¢ w budynku
administratora . Czas przechowywania zapisu monitoringu wynosi maksymalnie 90 dni.

Zapoznano mnie rowniez z trescig klauzuli informacyjnej dotyczgcej systemu monitoringu

wizyjnego w Ztobku ,,Bajkowa Kraina” w Czernikowie.

podpis administratora lub osohy przez niego upowaznionej

datai podpis pracownika



